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I. INTRODUCTION

It is expected that by 2023, approximately two-thirds of the
world population will have Internet access, this suggests that
the amount of Internet users is estimated to will increase
from 3.9 billion (51% of the world population) in 2018 to
5.3 billion (66% of the world population) in 2023 [1]. The
increase in internet access will lead to an increase in the
number of security breaches such as eavesdropping and data
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interception, which consequently can result in the loss of
personal information, financial losses, and significant dis-
ruptions to services [2], [3]. Therefore, cryptographic tech-
niques became an inevitable alternative to ensure the safety of
communication carried out through the internet [4]. However,
one of the most essential cryptographic tasks is to establish
secure cryptographic keys across untrusted networks [5].
Traditionally, encryption methods based on public-key cryp-
tography have been used, enabling cryptographic keys to be
distributed over unreliable networks. Although public-key
cryptography security relies on the computational complexity
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